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3.0 Provider

3.1  Provider Subsystem Narrative

3.1.1  Subsystem Overview

The New Mexico OmniCaid Provider Subsystem maintains comprehensive current and historical information about all medical and non-medical providers who are eligible to participate in Medicaid as administered by the New Mexico Department of Human Services, Medical Assistance Division.  This subsystem facilitates provider participation and retention, and maintains security and control over all provider-related data.  Maintenance and access of critical provider information is achieved through extensive online, real-time inquiry and update capabilities along with a number of automated interfaces.  

The Provider Subsystem accepts inputs from a variety of sources, including provider enrollment and application forms and provider-initiated information updates.  This subsystem also accepts information from the Provider Network Affiliation Interface sent by the managed care organizations and the CLIA (Clinical Laboratory Improvement Act) Interface sent by CMS. 

Reports are produced to allow users to manage and analyze the captured data.  Letters are automatically sent to providers to notify them when their application is pending, approved, denied or terminated, when their license must be recertified, or when information must be reverified.

The following list documents the functions performed by the New Mexico OmniCaid Provider Subsystem:

· Enroll Providers

· Maintain Current and Historical Provider Data

· Provide Online Search 

· Process CLIA Data 

· Maintain Medicare Carrier Information 

· Maintain Cross-references of Medicare and Medicaid Providers 

· Maintain Cross-references of Individual Providers with Group Providers

· Add and Maintain Providers in Managed Care Organizations

· Capture and Maintain Review and Sanction Information

· Generate Status Letters to Providers

· Automate Recertification and Reverification Processing

· Produce Reports to Analyze Data

· Request Reports and Labels Online

· Create Interface for PDCS

· Allow Online Transfer to Provider Financial Data 

· Allow Online Transfer to Provider Rates 

· Keep an Audit Trail on Updates

· Cross-Match NPI to New Mexico Provider Ids 

· Approve Providers for EFT Payment

· Check Hold Processing

· Create Provider Interface for the State Level Registry


3.1.2  Enroll Providers

The Provider Subsystem includes online capabilities that assist the Provider Enrollment staff in processing provider enrollment applications and information changes.  Immediate entry, verification, and updating of provider-related information ensure that provider data is accurate and immediately available for claims adjudication.

The MMIS randomly assigns new Provider IDs.   The individual parts of the ID have no embedded significance.  The system calculates and assigns a check digit as the last digit.  Subsequently, when a user keys the provider ID, the system can check the check digit to make sure it is correct.

The Provider Subsystem ensures that no two providers are assigned the same provider ID.  The system also allows assignment of an Enterprise ID to identify related providers.  It is initially set to the provider ID.  The authorized user can update the Enterprise ID online to associate related providers.

The online design of the Provider Subsystem includes three types of edits that are applied when data is entered. The edit types are described as:

· Required field edits.

· Relationship edits that require the entry of additional information to support data that is entered.

· Valid values that must be entered for fields having a defined set of valid values.

The user can initially set the provider’s enrollment status to a pending status.  If it is determined that the provider should not be enrolled, the user may set the provider’s status to a denied status.  When the required fields are entered to allow the provider enrollment status to be set to an active status, a user may do so.   Claims are only paid for providers with an active status during the service dates.

If it is determined that an active provider should no longer be paid for Medicaid services, the provider may be terminated by the user.   

The user may enter multiple statuses for a provider on the Enrollment Window.  Each enrollment status has an associated enrollment date that must be entered.  The enrollment date indicates the date on which the associated enrollment status takes effect.  The enrollment status date also indicates the date that the previous enrollment status ends.

3.1.3  Maintain Current and Historical Provider Data  

The Provider Subsystem maintains a repository of current and historical provider information for use by the State and its Fiscal Agent, other subsystems, and by external applications.  This information is not purged.  Critical data maintained by the Provider Subsystem includes:

· Provider Identification Numbers 

The system assigns a unique Provider Identification Number when new providers are added.  Other ID numbers maintained are an Enterprise ID that is used to associate providers, Medicare Provider numbers and Affiliated Carrier/Intermediary IDs, Universal Physician Identification Number (UPIN), National Association of Boards of Pharmacy (NABP) ID, and the National Provider ID (NPI) when available.

· Provider Name and Address 

Three provider names maintained are a legal name, sort name and a Doing Business As (DBA) name.  Addresses for billing, mailing, and practice location are captured.  Location address is the only required address.  For each address, a phone and FAX number may be entered.

· Enrollment Status Codes

Status codes keeps track of whether a provider’s application is pending, approved or denied and if their Medicaid contract has been terminated.    

· Provider Types Codes

These codes designate the State's classification of providers.

· Authorized Specialty Codes 

A provider may have multiple specialties for which they authorized to provide services.

· Major Programs

An authorized user may enter multiple programs in which the provider participates.  Date spans specify the beginning and ending date for the provider’s participation in the program.  Date spans within a major program may not overlap. 

· Billing Information 

A billing code indicates if a provider can provide services, bill and get paid, and what type of claims they are authorized to submit.    Multiple electronic media claims (EMC) media codes are maintained to indicate how claims are submitted.

· Licensing and Certification Data and Effective Dates

This data includes laboratory certification CLIA numbers, certificate type and effective dates, as well as licensing and certification spans including a license number, licensing/certifying agency ID and state code, expiration date, restriction indicator, and effective dates.

· Group Affiliation Data

This data enables identification of all members of a group, as well as identification of all groups with which an individual provider is affiliated, and the effective dates of each affiliation.  Affiliation types are Group, Billing Agent, Association, Denied, and New Owner.  Please see section 3.1.8 for a more detailed description.

· Remittance and Payment Information

This information includes EFT (Electronic Funds Transfer) indicator, EFT account number, Bank ID number, remittance media and sort sequence of remittance advices.  Encounter only and service only providers are not allowed to enter EFT information.

· Provider Restriction and On-Review Codes and Effective Dates

This data tells where the restriction originated, date spans for the review, type of restriction, reason for the restriction, restricted claim types and programs, ranges of codes indicating procedures, diagnoses, DRG codes and revenue codes, where the restricted claims are sent, and how they are handled. 

· Managed Care Provider Cross-Reference Data

The Network Affiliation Interface File is received from the managed care organizations (MCOs).  Processing of this data includes adding new providers and assigning them a Medicaid Provider ID and updating existing providers.   Each MCO and a list of their providers may be accessed on the MC Provider Affiliation Window for display purposes only.     

3.1.4  Provide Online Search 

Online, real-time inquiry and update access to provider information is available to authorized users.  The Provider Selection Window is used to search the database for a provider or a list of providers who meet specified selection criteria.  The user can select a provider by any of the following criteria: 

· Medicaid Provider ID

· Medicare Provider ID

· Universal Physician’s ID Number (UPIN)

· National Provider ID (NPI)

· Full or Partial Provider Sort Name

· Provider Doing Business as (DBA) Name

· License Number

· Social Security Number (SSN)

· Federal Employer Identification Number (FEIN)

· Enterprise ID

· National Association Board of Pharmacists ID (NABP ID)

The user may restrict the search to providers in active status only, if desired.  

With the exception of provider name, only those provider records that match the entered key field criteria are displayed on the Provider Selection Window.  For the provider name key field, the first provider that has a name the same as or alphabetically following the entered key field is the first provider displayed on the selection window.  All succeeding providers are displayed in alphabetic order. In this way, all provider records are accessible using the provider name key field.  Please note that the Sort Name is used in the search, rather than the Provider Name or the DBA Name. 

Regardless of the key field used, the user may scroll forward or backward within the list of providers until the desired provider is located.  A number of provider fields are displayed for each provider on the Provider Selection Window.  The current status is shown for each provider.  If a provider has more than one specialty, each specialty will be displayed on a different row.  

The user may find the desired information displayed on the Selection screen.  If not, the user may select a provider for detailed viewing by highlighting the row and clicking the Select push button.  The Name/Address Window is displayed, and the user may use the tabs at the top of the window to navigate to any of the other windows for which tabs are displayed. The GoTo menu selection navigates to Reference Rates and Claims Financial windows.  

If a single provider record matches the key field criteria entered on the Provider Selection Window, the Provider Selection Window is not displayed.  Instead, the Provider Name/Address Window for the matched provider record is displayed.  The tabs displayed at the top of the window allow the user to move to the other provider windows for that provider.  

If no provider records match the criteria entered by the user, an appropriate message is displayed on the Provider Selection Window.

3.1.5  Process CLIA Data

CLIA (Clinical Laboratory Improvement Act) data is captured and maintained in the Provider Subsystem by the use of windows, reports, and the Provider/CLIA interface.  

The CLIA Window contains the provider’s CLIA ID, certification type, and the effective and expiration dates of the certification.  When the provider’s application is received, CLIA ID, certification date, effective date and expire date may be entered.

CMS makes available all certificate data in the form of the OSCAR file.  Updates are made when the CMS file is received.  This file is uploaded and overlays the Provider data in the MMIS.  If changes in CLIA data occur after the CMS file has been applied, the user may update the data manually on the CLIA Window. 

The CLIA ID on the OSCAR file is matched to the CLIA ID on the provider database. When a match is found and the OSCAR record code indicates Update (U) or Add (A), the provider CLIA data in on the provider database is updated.  If the record code is a delete (D), and a match is found on the provider database (CLIA ID and dates), the data is deleted.   All Providers who share the same CLIA number will be updated.

Two reports are created when the interface is processed.  One is the CLIA Certification Update Error Report, which identifies the records that failed to update the provider database.  The second report is the CLIA Certification Update Report that contains provider data that was updated with the CLIA interface record.  This report serves as verification that the CLIA ID was entered correctly from the provider’s application.

CLIA data is needed to process laboratory related claims.  Claims Processing uses the CLIA effective and expiration dates and the certification type to determine if the procedure code on the claim is valid for the provider.  (See 3.4. Provider Subsystem Interface Functionality for additional information.)  

3.1.6  Maintain Medicare Carrier Information 

The Medicare Carrier functional group enables the user to add, change or delete a Medicare carrier.

A search window allows the user to search by a partial or full carrier ID and a partial or full carrier name.  Data captured includes name, address, and phone.  Information entered here is displayed on the Medicare/Carrier tab in the Provider Detail functional group. 

3.1.7  Maintain Cross-references of Medicare and Medicaid Providers 

To accurately pay Medicare crossover claims, the MMIS must associate a Medicare Provider Number and the ten-digit Carrier ID assigned by CMS with the corresponding Medicaid Provider ID. The Medicare/Carrier window allows a user to associate a Medicare Carrier ID to a Medicaid provider by choosing the carrier name from a drop-down list.  The user creates the new row by entering the provider's Medicaid ID and beginning and ending dates. The system allows multiple Medicare Provider Numbers and Carrier IDs to be linked to the same Medicaid Provider ID, with overlapping dates.  The Provider Medicare/Carrier window may display multiple Medicare Provider Numbers and Carrier IDs.  For example, if more than one date span is on file for the Medicare provider, all records for the Medicare Provider Number and Carrier ID are displayed.  If the screen shows more than one carrier, the user can click on the carrier name to display the carrier address and phone.  A carrier detail group box will appear at the bottom of the screen.  To add or update carriers, the user must go to the Medicare Carrier functional group described in 3.1.6 above.

3.1.8  Maintain Cross-references of Individual Providers with Group Providers  

Often relationships exist between providers on the provider table.  The Provider Affiliations Window allows the user to document and maintain these relationships.  Providers that represent a group or a member of a group must have their own provider ID.  The user can enter four types of affiliations for a provider, while a fifth type is created automatically by MMIS.  The user may inquire on affiliations by choosing an affiliation type from the drop down data window and by designating an affiliation direction of either List Members or List Groups.  The affiliation types that can be added by the user are Billing Agent affiliation (one or more providers billed by one agent), Group practice affiliation (one or more providers in one group practice), or Association affiliation (one or more individual nurse practitioner to one doctor).  The user can also add a Duplicate affiliation (one or more denied provider IDs to one provider ID that is kept).  A Duplicate affiliation would be created manually when the user found two or more provider IDs for the same provider.  The user would deny all of the providers except one, go to the affiliation tab of the provider ID that is kept and enter the provider IDs of the denied providers as members.  The provider ID that is kept would be considered the group and the denied providers would be the members. The last type of affiliation is New Owner and is set up by the MMIS system automatically when a change of ownership is initiated on the Name and Address tab.  The New Owner is considered the group, and the old is the member. 

To enter affiliation information the user searches for the provider ID of the group, billing agent, association or the duplicate that was kept, then goes to the Provider Affiliations Window and adds members.   Members are always added to groups; groups are not added to members.

When inquiring, if the user sets the affiliation direction to “List Group”, this window lists the groups of which a provider is a member.  Conversely, when the user sets the affiliation direction to “List Member”, this window lists the members of the group provider.  It should be noted that a provider may be a member of more than one group and may have one or more affiliation types.  A provider may also be a member of a group and themselves be defined as a group for members under them.  For example, a doctor may be a member of a group practice.  The same doctor can have an affiliation type of association with nurse practitioners as members. 

3.1.9  Add and Maintain Providers in Managed Care Organizations

The system contains a batch MCO network provider enrollment feature that adds and maintains providers that are affiliated with various Managed Care Organizations (MCOs).  At least once a month, the MCOs provide the State with a file of providers providing services for their MCO.  These MCO network affiliated providers are maintained on the Provider database.  The MCOs are not required to submit the same information for their encounter only providers as the system requires for a FFS provider, and MCO providers may also be affiliated with more than one MCO.

The MCO provider network file contains three record types:  Header – contains a date and the name of the submitting MCO, Detail – contains the detailed information for each MCO affiliated provider, and Trailer – depending on the submitting MCO, contains either a count of total records on the file that includes the Header and Trailer, or a total of only the Detail records on the file that excludes the Header and Trailer.  Prior to beginning the detailed data validity editing process, the system performs the following basic file validation edits on an MCO’s provider network file:

· The input record code must be equal to Header (H), Detail (D) or Trailer (T).

· The second record on the file must either be a Detail or a Trailer record.

· The total record count on the Trailer must equal the total number of records on the file or the total number of Detail records on the file.

· The last record on the file must be a Trailer record.

If any of the above conditions are not met, the system aborts the process.  Operations staff then must notify the MCO to request that they submit a corrected file.

The primary functions of automated MCO Provider Enrollment are to accept and process input files received from the MCOs in the prescribed format, to identify new provider information and to maintain existing provider information.  As each input provider record is processed through the MCO Provider Enrollment program, it is edited for data validity.  Valid records are processed through MCO provider enrollment, while records with errors bypass updates and are reported on the RP022 error report.  Please refer to the MCO Provider Affiliate Interface Overview exhibit in section 3.5.2 for a flowchart of the provider matching logic used by the MCO provider network affiliate interface.  

The system updates the provider database for each input provider record that matches an existing provider with the same combination of NPI, provider type and location zip code and an Encounter Only billing code.  For atypical provider types only, EIN or SSN is used in the matching process instead of NPI.  If the system finds a matching provider on the database, and the provider has a billing code of Encounter Only, all existing fields included on the input record overwrite the existing information for the provider, including any fields that are left blank.   

If the incoming record does not match an existing provider on the Provider Database, the system enrolls the Provider by adding Provider data to the Provider Tables.  The system assigns a new Medicaid Provider ID to the provider, adds a new provider under that number with the minimal information provided by the MCO on the input record, and enters a provider enrollment status of MCO-None and billing code of Encounter Only.

The system adds a new provider record to the database only if there is not already an Encounter only provider with a matching NPI (or EIN/SSN for atypical providers), provider type and zip code on file.  Otherwise, the existing provider data is updated.  The following provider database tables are shared among the MCOs and will reflect the data values that were submitted by the MCO that most recently submitted a matching version of the provider.  The following shared provider tables are affected whenever an MCO provider record is added or updated:

· Provider Detail (PROVDRTB)

· Contains provider name, EIN or SSN and DEA number.

· Provider Address (PADDRSTB)

· The MCOs submit both location and mailing address information for their providers.

· Provider Enrollment Status (PENROLTB)

· Each time a provider record is added or updated, the system redetermines the provider’s enrollment status and effective dates by reviewing the contract begin and dates on each of the existing MCO affiliations.  The earliest MCO affiliation begin date across all affiliations will be used as the effective date of the provider’s active status (P_ENROL_STAT_TY_CD = “70”).  The latest MCO affiliation begin date across all affiliations, if less than 12/31/9999, will be used as the effective date of the provider’s terminated status (P_ENROL_STAT_TY_CD = “11”).  The system detects gaps between the various affiliation contract status begin and end dates for each affiliated MCO and adds as many active and terminated enrollment status rows as needed to reflect any periods where the provider was not active since the earliest active status date.

· Provider Specialty (PSPECLTB)

· The system does not currently support MCO-specific provider specialty data.  The provider specialty table reflects the specialties that were submitted by the MCO that most recently updated the shared provider record.  

· Provider Program (PPROGMTB)

· Defaults to “Medicaid” when the provider is initially added to the database. 

When a matching provider combination is found, the system adds an affliation record for the submitting MCO whenever one does not exist.  If an affiliation record already exists for the MCO, the system updates the affiliation record with the values submitted by that MCO.  The MCO provider affiliation table (PMCAFLTB) contains a separate record for each MCO that is affiliated with the provider on the database tables listed above. The MCO affiliation table is the only provider database table where the record contains data specific to the submitting MCO.

MCOs can submit any of their provider records with a special affiliation contract status code of “XX” (P_CNTRCT_STAT_CD) to indicate that the system should “void” their affiliation with the provider who matches the associated NPI (or EIN/SSN for atypical providers), provider type and zip code combination.  Once the provider’s contract status code on the MCO provider affiliation table has been changed to “XX”, the MCO is no longer considered affiliated with the provider.  Records with contract status = “XX” remain on the table, but are ignored in all areas where the system is attempting to determine whether an affiliation exists for that provider and a specific MCO.  The MCOs can reverse the “void” of their affiliation with a provider by submitting another record for the same provider with one of the regular contract status code values.  The system will then change the status “XX” back to the regular contract status code and will then consider the MCO to be affiliated with the provider.

It is important to note that although a matching FFS version of most of the providers submitted on the MCO provider network files can also be found on the provider database under a separate Medicaid provider number and with a billing code other than Encounter only, the provider information we receive from an MCO never alters any data stored under the FFS provider number.

3.1.10  Capture and Maintain Review and Sanction Information  

The user enters data concerning the provider's utilization review processes on the Provider Review Window.  This review data indicates to the Claims Processing Subsystem those specific procedure codes, revenue codes, diagnosis codes, or types of service that should post exceptions to the provider's claims.  Overlapping date spans allow multiple hold/review conditions to be active simultaneously.  The Review Window also captures the claim types and programs that should be examined, where claims on review should be sent (State, fiscal agent etc.), how claims on review should be handled (ignored, suspended, denied, paid etc.), and the reason for review.  The user may also choose if the date span of the review is based on the claims service date or receipt date.  

An authorized user may place a provider under practice sanctions. These sanctions are designated by a code on the Provider Review window.

3.1.11  Generate Status Letters to Providers 

The Provider Subsystem supports the fiscal agent Provider Enrollment Unit in the enrollment processes through the automated generation of letters to providers.  The Provider Subsystem daily batch processing cycle automatically generates provider letters as a result of changes to the provider status, either online or in batch.  Letters are printed in a format suitable for folding and inserting into window envelopes for mailing. 

General Status letters are not generated for Financial Payment providers. Financial Payment providers (provider type 803) were created to facilitate paying incentive payments to participating providers as mandated by the ARRA HITECH Act. The State Level Registry (SLR) authenticates and authorizes payments to providers who qualify for the incentive payments.
· An active status triggers generation of 3 different approval letters when: 

· A new provider is added and the billing code indicates that the provider is authorized to submit the claims.

· A new provider is added and the billing code indicates that the provider is not authorized to submit the claims.

· A new Presumptive Eligibility provider is added.

· A status of denied triggers generation of 5 different denial letters when:

· A provider has an invalid license.

· A provider is discovered to have two provider numbers.  One is denied.

· The provider already has a number.

· The provider is ineligible.

· None of the other reasons apply, but are still being denied.

· A pending status triggers generation of a letter for a number of reasons such as no license or missing documentation.  The reason is checked on the letter so that the provider knows how to remedy the pending status.  Reasons include: 

· A license is needed.

· An agreement was not signed.

· An application is incomplete.

· The W-9 form is incomplete.

· There is some other reason.

· A status of terminated triggers generation of a termination letter when:

· Terminated due to Medicaid Authority

· A provider’s license is terminated, revoked, suspended or surrendered.

· A provider’s license has expired.

· There is a change of ownership of a provider.

· Provider is deceased.

· Pending enrollment.

· A provider terminates their contract voluntarily.

· Provider has not reverified their information.

· Terminated by Medicare. 

· Medicare/Medicaid exclusion.

· No claims activity.

3.1.12  Automate Recertification and Reverification Processing   
Recertification and reverification jobs are run monthly in a scheduled job to verify that license and other provider data are current.   

In recertification processing, if an active provider’s license is due to expire within 90 days, the provider appears on the License/Recertification List.  Providers continue to appear on this list each month until the provider database is updated to reflect the next required certification date.   In addition to appearing on this listing, the provider is sent a letter reminding them of their license expiration date.  This reminder letter is sent every month until the license is renewed or has been expired for more than 30 days.  A warning letter is sent 30 days after their license expires warning the provider to recertify their license within 15 days or they will be terminated by the system.   If 60 days have passed without the license being recertified, the system changes the provider’s status to Terminated- License Expired.  The next daily batch cycle will send a letter to the provider advising them of the termination. 
Recertification letters are not sent to provider types 701-704, 463, and 801-803 or to providers whose billing code is equal to encounter..  Provider types 201-205,  221, 463, 701-705, and 801-803  or providers whose billing code is equal to encounter are not terminated by the process.  
A provider reverification letter is generated if the current date is 34 months past the reverification date.  A Provider Turnaround Document (TAD) listing most of the provider’s information is enclosed with the letter.  The provider is asked to update the document and return it to the fiscal agent Provider Enrollment Unit for subsequent verification and updating of the provider database.

The provider will receive this reminder letter until the reverification information is sent or the last reverification date is over 36 months ago.  A warning letter is sent 36 months after the reverification date warning of future termination if provider information is not reverified.  This warning letter will be produced each month until the reverification information is sent or the last reverification date is over 38 months ago.  The system will terminate the provider if they have not verified the information on the TAD and returned the reverification form 38 months after the last reverification date.  The next daily batch cycle will send a letter to the provider advising them of the termination.

Recertification and reverification letters are not generated for Financial Payment providers.

3.1.13  Produce Reports to Analyze Data

The following reports are used by the State, fiscal agents, and federal government to analyze provider data.  The asterisks (*) indicate the reports that are produced by the Data Warehouse.

· Provider Daily Activity Report

· Provider Information Sheet

· Address Labels List

· License Renewal/Recertification List

· Reverification List 

· Pending Application Reminder Listing

· Provider Turnaround Document

· Provider Duplicate SSN Report

· Provider Duplicate Name Report

· Provider Duplicate License Report by Board Type

· CLIA Certification Update Report

· Numeric Provider Listing* 

· Alphabetic Provider Listing*

· Provider Listing by Provider Type*

· Provider Listing by Practice Specialty*

· Provider Listing by Group Affiliation*

· Terminated Provider List*

· Provider Listing by County*

· Out-of-State Alphabetic Listing*

· Medicare/Medicaid Cross Reference*

· Providers by FEIN Number Report*

· Active Provider Count Report*

· Alphabetic Restricted Providers List*

3.1.14  Request Reports and Labels Online

Creating requested reports and labels involves both online windows and batch jobs that are run nightly.   The Report Request tab manager allows the user to select new reports and/or labels to be produced.

The reports that may be requested online are:

· Provider Duplicate Name 

· Provider Duplicate SSN

· Provider Duplicate License

· Pending Application Reminder Listing

· Provider Address Mailing Labels (3-across) *

· Provider Information Sheet *

The user first enters the name of the person requesting the report, the delivery address, and the report to produce.  Selection criteria may be chosen for mailing labels and information sheet  (indicated by *).   These selection criteria allow the user to narrow down the list of providers for which the labels or report should be produced.  Selection choices include selecting a specific provider and designating if group members should be included in the reports.  If group members are requested to be included, and the provider ID entered is an MCO, a report will be produced for the provider and each member of the MCO.  If the provider is not an MCO, a report will be produced for the provider and all FFS affiliates.  If a specific provider is not requested, the user may choose specific provider types, specialties, statuses, counties, billing codes, and programs.  The user may also choose numerous ways to sort the labels or report.  The report selected, the selection criteria, and the requestor’s identification are inserted into a program request table. 

Batch programs are run nightly that read the report request table, and pass the request row to specific programs that retrieve the provider data and print the report.  For all reports a Provider Report Request Criteria Page is printed to document that requested the report, the delivery address and any criteria and sort sequences that were selected.  After the reports have been printed, the rows in report request table are deleted.

The Report Request tab manager allows the user to inquire on or change requests for reports and/or labels that have not yet been created and to select new reports and/or labels to be produced.

In addition to requesting reports online, a batch job has been set up to automatically produce requests weekly.  This job produces a request for the Pending Application Reminder List once a week, and produces requests for the Duplicate SSN, Name and License reports in the first week of each month.

3.1.15  Create Interface for PDCS

The Provider Subsystem creates three interface files for PDCS daily.  The first is a Pharmacy Interface File that holds data for providers whose type is pharmacy and who have been active in the last eighteen months.  The file stores data such as name and address, review indicator, and dispensing fee.  The second file is a Physician Interface File and is created for providers with types of dentist, physician, podiatrist, optometrist, nurse midwife, osteopath, physician assistants or nurse practitioners who have been active in the last 18 months.  The file stores data such as provider name, address, license number and Provider ID.  The third interface is an MCO cross-reference file to help PDCS identify MCO affiliates. (See 3.4. Provider Subsystem Interface Functionality for additional information.) 

3.1.16  Allow Online Transfer to Provider Financial Data

Financial Data for each provider is kept in the Claims Subsystem.  The Provider Subsystem has a GO TO function that allows the user to click on Claims Financial to view provider credit balances and accounts receivable, claim summary, financial summary and prior year summary data.  (See Claims for additional information.)

3.1.17  Allow Online Transfer to Provider Rates 

The Reference Subsystem contains rates that allow unique prices to be established for specific providers.  The Provider Subsystem has a GO TO function that enables inquiry to the Reference Rates Procedure Matrix screen and the Reference Rates Institutional screen to access pricing information.  If the user has the authority to update the Reference data displayed, they are able to do so at this time.  (See the Reference subsystem for further details on Provider specific rates.)

3.1.18  Keep an Audit Trail on Updates 

When provider data is added or updated, the user ID, date and time are stored in three columns in the row of the table that was processed.  This information provides a history by recording when and who modified this row last.  The audit fields can be accessed online.  A nightly report is generated to show the daily activity.

3.1.19
   Cross-Match NPI to New Mexico Provider Ids

The provider subsystem contains a module that will cross-match NPI’s to proprietary provider numbers.  See the CMM exhibit in the Provider Exhibit section of the system documentation for further details of this process.  This Cross-Match Module was implemented as part of the NPI enhancement project in May, 2007 to allow the MMIS to accept NPIs on various transactions, and determine the internal New Mexico provider id associated with that NPI.  This allowed the basic internal functionality of the MMIS to remain intact, while providing the capability of accepting NPI.

3.1.20   Approve Providers for EFT Payment

Encounter only and service only providers are not allowed to request EFT processing.

Other providers may submit a request for EFT Processing. The approval process begins with transmitting the Prenote file to Wells Fargo.  This is done every Friday evening at 8:00 PM Eastern time (6:00 PM Mountain).  That file includes every Provider that has entered a request on the EFT screen (which sets their EFT Status initially as “T”).  After transmittal of the Prenote file, the Provider EFT status is changed to “S”, which locks out further updates to that row.

The RC105 report is produced every morning at 8:00 AM.  If a Provider has been rejected or returned by Wells Fargo, it is detailed on the report and their EFT Status is updated to “F” (for Failed).  After processing all the reject or return records, the program then finds all the EFT records with an “S” status that is over 13 days old and sets those statuses to “P” (for Production).

Therefore, if a Provider has entered his information by COB on Friday it will be sent for verification that evening.  If there are no problems reported back to us by Wells Fargo, they will be approved (and eligible for EFT) by 8:00 AM two weeks later.  

An example (in Mountain Time):

· Provider A enters their EFT information at 3:45 PM on Friday, August 7, 2009.  

· Provider B enters their EFT information at 6:27 PM the same day (after the Prenote file has been pulled).

· Assuming no problems, Provider A will get EFT payments during the Payment cycle on August 21 (Payment Date of 8/24, EFT Release Date of 8/25).

· Assuming no problems, Provider B will get EFT payments one week after Provider A
3.1.21   Check Hold Processing

For a variety of reasons, the State will occasionally request that checks be held for a particular Provider.  System List #4951 has been created to track all Providers that are in “Check Hold” status.

Based on a memo from the State, XEROX Operations will create an entry with the Provider ID in both the Starting and Ending values, the appropriate Effective Start Date, and a Effective End Date of ‘12/31/9999’.  When a Provider is removed from the Check Hold list (again based on a memo from the State), the Effective End Date will be updated to reflect the date the Provider is removed from Check Hold status.  Following is an example of both a current and “expired” Check Hold Providers:
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This System List will be used regardless of the Provider’s EFT status.  Besides being used to determine eligibility for EFT processing, the System List also provides a history of all Providers that have been in Check Hold status.

3.1.22 
Create Provider Interface for State Level Registry
To support the requirements for meaningful use and incentive payments mandated by the ARRA HITECH Act, XEROX developed a web-based State Attestation and Tracking System for its State clients; a State Level Registry (SLR). This system allows New Mexico to interact with the National Level Registry (NLR), providers and other State systems in order to deliver comprehensive data support for the program. To meet the needs of the New Mexico Medicaid EHR Incentive Program, this State Level Registry (SLR) authenticates and authorizes payments to providers who qualify for the incentive payments. The authentication process necessitated changes to provide a provider interface from the MMIS to the SLR.

This interface is a full file update that will be created weekly and placed in a directory on the secure DMZ MoveIT server for access by the State.

This documentation is managed and provided by
Narrative 3.1 – 2
Xerox for the New Mexico Medicaid contract

